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Integral launches a successor to its Crypto Drive, the Crypto Dual-- with dual password
protection and and dual OS compatibility. 

Compatible with Windows and Mac OS, it carries AES 256-bit hardware encryption with FIPS
197 validation (Certificate no. 1137). 

Users must setup their password (requires a high strength alphnumeric 8-16 character
password) before use due to the Dual's mandatory encryption, while an optional Master
password override allows data recovery if a user forgets their password. 

If one fails to enter the correct password for 6 times, the Dual automatically resets itself and
erases all data. 

It requires no softare installation, and is also compatible with endpoint security software.

Go Integral Crypto Dual
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http://www.integralmemory.com/news/dual-password-security-encrypted-usb-pc-mac-compatible-integral-crypto-dual
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